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As PİMSA Otomotiv A.Ş. and its employees, in order to manage all kinds of risks to our 

information security and information assets; 

 

• To fulfill the obligations required by the laws regarding information security by 

accepting corporate information, personnel personal information, customer data 

(financial data, personal information, etc.) as valuable and critical, 

 

• To fulfill the security requirements set by customers, 

 

• To provide the necessary infrastructure and take the necessary security measures 

in order to ensure that the IT services used in the realization of our corporate 

activities continue uninterruptedly and that access to both personal and private 

data can only be accessed by authorized persons, 

 

• Documenting and continuously improving our information security management 

system to fulfill the requirements of ISO/IEC 27001 and TISAX standards, 

 

• To comply with all legal regulations and contracts related to information security, 

 

• Systematically manage risks to information assets, 

 

• It undertakes to carry out trainings to develop technical and behavioral 

competencies in order to increase information security awareness; 

 

We work with all our strength to be an exemplary organization with our leadership in terms 

of information security in an integrated manner with the other management systems we 

implement. We work with all our strength to be an exemplary organization with our 

leadership in terms of information security in the automotive parts manufacturing sector. 

 

           Emre İNCEKARA 

General Manager 

 

 


